GPPSS Wireless Instructions for Microsoft Windows 10

Right click the Wireless Network Connection icon on the Taskbar.
Click Open Network and Sharing Center.

Click Network and Sharing Center.

Click Set up a new connection or network
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5. Click Manually connect to a wireless network, then click next.
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6. Under Information for the wireless network you want to add
a. Enter GPPSS-Secure into the Network name field.
b. Select WPA2-Enterprise in the Security type dropdown menu.




c. Select AES in the Encryption type dropdown menu.
Check to select Start this connection automatically.
Click Next.

& % Manually connect to a wireless network

Enter information for the wireless network you want to add

Network name: ‘ GPPSS-Secure ‘

Security type: WPA2-Enterprise v

Encryption type: AES

Security Key: Hide characters

Start this connection automatically

"] Connect even if the network is not broadcasting
Warning: If you select this option, your computer's privacy might be at risk.
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7. Click Change connection settings.

& Manually connect to a wireless network

Successfully added GPPSS-Secure

—» Change connection settings
Open the connection properties so that | can change the settings.

Close



8. The Connection tab should look like this:

a

GPPSS-Secure Wireless Network Properties

Connection  Security

Name: GPPSS-Secure
SSID: GPPS5-Secure
Network type: Access point

Network availability: ~ All users

Connect automatically when this network is in range

[ ]Look for other wireless networks while connected to this
network

[ ] Connect even if the network is not broadcasting its name
(551D)

[ ]Enable Intel connection settings

Configure...

coe

9. Click on the Security tab, then Settings.
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10. Uncheck Verify the server’s identity by validating the certificate, then click the
Configure button.
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11. Make sure the Automatically use my Windows logon name and password (and domain
if any) checkbox is unchecked. Finally click OK.

EAP MSCHAPvZ Properties -

When connecting:

[ Automatically use my Windows logon name and
password (and domain i any).
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b. Click OK to close Protected EAP Properties.
12. In the Security tab, click on Advanced Settings.
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13. Check Specify Authentication mode and choose User Authentication.
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Click Save credentials

User name: your GPPSS User ID
Password: your GPPSS password
Click OK

Windows Security X
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Save credentials

Saving your credentials allows your computer to connect to the
network when you're not logged on (for example, to download
updates).
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14. Click OK to close GPPSS-Secure Wireless Network properties.
15. Click Close to complete the setup.
16. Click on the wireless symbol on the bottom right hand corner to bring up the Networks
menu.
17. Select and connect to the GPPSS-Secure network.
18. You should now be connected to the GPPSS-Secure network.




